
Always be prepared, maintain control over data and 
never lose another file with SecuriSync. View tip sheet ›

When your soon-to-be ex-employee 
is about to take your confidential 

company data with him

ON THE JOB

97% of employees have access 
to some form of sensitive or 

confidential information.

93% of employees admit to 
engaging in at least one form 

of poor data security.

68% admitted to storing 
work files in personal 

cloud storage services.

WHEN THEY LEAVE

88% retain access to the file 
sharing services they used 

at their old job.

The biggest risk to your company’s data security could be your 
employees – past and present. It’s not always malicious actions. 

Oftentimes, it’s just bad habits.

45% could still access what they 
consider “confidential” or 
“highly confidential” data.

Almost 50% admit that they 
have logged in to their 

ex-employers’ systems.
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